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Firewall Considerations

By default, the TapeTrack Framework Server accepts connections on TCP/IP port 5000 (although this
can be overridden to any TCP/IP port).

Depending on your firewall setup it may be necessary to allow the Server to accept connections.

Accepting connections on more than one port

The Server can only accept connections on one port natively, but you use the following methods to
forward other ports to the Server:

1. Router port forwarding.
2. The rinetd program.
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